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Topics

What’s the big deal with Purview and Dataverse?

 Purview service build-up

 Plugging into Dataverse

 Scanning and classifying tables

 Investigating discovered assets

Bonus: Insights from the Unified Audit Log

Putting your findings to work

Cost considerations

What’s next?

Demo!

Demo!

Demo!

Demo!



Growing maturity

Power Platform usage maturity is growing across the globe

Volume of sensitive and other data is increasing in Dataverse

Dynamics 365 & Copilot are playing their part, too!







Purview service
build-up





Purview service build-up

Only one Purview account per tenant→ choose the subscription
carefully

Private endpoints are supported

Configure the account’s diagnostic settings
Send logs to Log Analytics (preferred) – you also get most events through the
Unified Audit Log



Tip: Prevent accidental deletion

Protect the Purview account’s resource group with a Delete type lock
to avoid losing the tooling to accidental deletion

The lock is inherited to all RG resources



Integrating with
Dataverse



Integrating with Dataverse

Every unique data source can only be registered once

A single Dataverse environment is its own data source



Integrating with Dataverse

Plan your Data Map collection
topology carefully

For example based on data source type

Collections are the basis for access
management

Permissions are inherited from
collections to their subcollections

Consider organizing all Dataverse
environments in their own collection, 
at least initially





Scanning and 
classifying tables





Scanning and classifying tables

Recommendation: Create a custom scan
to limit which classifications can get
applied to content

Data Map classifications are not 1:1 with
Information Protection Sensitive
Information Types

Notably, credential classifiers are still
missing



Scanning and classifying tables

You can create simple custom classifiers using
RegEx or keyword dictionaries

Use custom scan rule sets to optimize for speed
Less classifiers to compare data against = faster

Full list of built-in classifiers supported by Data 
Map is here

https://learn.microsoft.com/en-us/purview/concept-best-practices-classification
https://learn.microsoft.com/en-us/purview/supported-classifications




Investigating 
discovered assets













Insights from the 
Unified Audit Log









Putting your findings to work

Add tags, experts and owners to discovered tables

Ensure environments & tables with sensitive information are audited

Make sure environments have access groups

Practice proper Dataverse security role hygiene
Tip: Manage Dataverse security roles through Entra ID w/ Group Teams

https://learn.microsoft.com/en-us/power-platform/admin/manage-group-teams


Cost considerations



Cost considerations

You currently still pay for asset data ingestion and 
metadata storage

Cost scales elastically by hour according to usage

Use incremental scans if the data source supports
them

Dataverse only supports full scans for now

For more details on things to consider in the current model, check out: 
Pricing guidelines for classic Microsoft Purview data governance | Microsoft Learn

https://learn.microsoft.com/en-us/purview/concept-guidelines-pricing


Cost considerations

Basically…
Frequency: The more often you scan, the more you pay

Volume: The more content you scan, the more you pay

Depth: The more classifiers you sample against, the longer
each scan takes, the more you pay

A major refresh to Purview Data Governance is coming
– including the pricing model! Keep an eye out.

For more details on things to consider in the current model, check out: 
Pricing guidelines for classic Microsoft Purview data governance | Microsoft Learn

https://learn.microsoft.com/en-us/purview/concept-guidelines-pricing


What’s next?



What’s next?

Sensitivity Labels are already available for Dataverse assets in Data 
Catalog but they don’t do much yet

Automatic label application to table schema is already a thing, based
on supported classifiers

My prediction: 
I think eventually we’ll get..
• Modernized auto-labeling w/ support for M365 classifiers
• Column read permission restrictions based on sensitivity

labels through Protection Policies – a new Purview capability.

https://learn.microsoft.com/en-us/purview/how-to-create-protection-policy


 Resources

Connect to and manage Microsoft Dataverse in Microsoft Purview

List of supported classifications

Create a custom classification and classification rule

Asset change auditing / Data map history

Pricing - Microsoft Purview

https://learn.microsoft.com/en-us/purview/register-scan-dataverse?tabs=MI
https://learn.microsoft.com/en-us/purview/supported-classifications
https://learn.microsoft.com/en-us/purview/create-a-custom-classification-and-classification-rule
https://learn.microsoft.com/en-us/purview/data-map-history
https://azure.microsoft.com/en-us/pricing/details/purview/


Questions
Comments

Connect with me!

?
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